
BEWARE OF CASHIER’S CHECK SCAM
Our office receives complaints almost daily about counterfeit cashier’s checks. The people who 

call us usually have been trying to sell a big-ticket item such as a car or boat. Most often, the item

was listed on line, but in some cases it was listed in the newspaper or a specialty magazine. The

consumer is contacted by a buyer, who agrees to pay the asking price.

The problem arises when the buyer offers to pay with a cashier’s check made out for an amount

considerably higher than the agreed amount of the sale. Buyers offer various stories to explain why

the check is so large. The buyer asks the consumer to wire back the difference. There are two warn-

ing signs here that you should never ignore: the check is for money in excess of the price, and the

buyer asks you to wire the money instead of using US Mail. DON'T DO IT!

That extra amount of money is the amount of your own money that you are about to lose. 

The use of wire instead of mail is to protect the criminal from possible mail fraud charges, 

which as you know can be quite serious. 

There is another disturbing twist: in many cases, the consumer has taken the precaution of asking

the bank to verify that the cashier’s check is good. In some cases, the cashier’s check even appears to

be drawn on the very bank that is being asked to cash it! That is how good these counterfeits are.

Sometimes the consumer has even waited for a period of time up to two or three weeks before

wiring the money. But the result is always the same: the check turns out to be bad. 

We know of one victim, a young woman, who is paying off $20,000 at the rate of $200 per month

to cover money wired in a scam of this nature. Another victim lost $9000 after being assured by a

teller that the check was good. The bank generally will not absorb the loss if you fall for this scam.

Do not take any chances. There is no reason for you to cash a check made out for an amount in

excess of the purchase price. Cease all contact with anyone who approaches you with an offer like

this. They are trying to rob you.
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